
 

How Long Do We Need 
to Keep Our Closed 
Files? 

 
 
As a risk manager, this question is the one question I’m asked more than any other 
and I get it. Although my wife is a physician, she had to deal with the same issue. 
We were paying to store her closed files for years after she left private practice and 
we both breathed a sigh of relief when that last bill finally came. Truth be told, 
however, the answer to this question isn’t a simple one; but it is manageable and it 
begins with determining when any given file can be destroyed.  
 
While guidelines and ethical opinions, formal or otherwise, differ and you should 
always check with the powers that be in the jurisdiction in which you practice, most 
recommend a retention period of seven to ten years. Speaking as a risk manager for 
a malpractice insurance company, I lean toward the shorter end of this window and 
feel comfortable with the seven-year time frame. So if seven years have not yet 
passed, keep the file. 
 
I will share that I have worked with a few firms that have far more aggressive 
destruction practices, several of whom destroy all files within several months to one 
year of being closed. I strongly advise against doing something similar if for no 
other reason than if a malpractice claim were ever to arise, you would have no file 
with which to defend yourself. That’s not a position you ever want to find yourself 
in. Trust me on that one.  
 
Unfortunately, once the seven years, or whatever the number of years you set as 
your retention period, have passed on any given file you still may not be able to 
destroy it. As with so many rules, there are exceptions that require an additional 
amount of storage time. These exceptions include but are not necessarily limited to 
the following: 
 
 Files on which the malpractice statute of limitation has not yet run (and don’t 

forget about the doctrine of continuous representation which can toll these 
statutes);   

 
 Files involving a client who was and still is a minor even though the end of 

your general file retention period has been reached;  
 
 Estate plans for clients who still are alive;  

 
 Files that contain agreements that have yet to be executed or have not been 

fully paid off even though the end of your general file retention period has 
been reached;  



 

 
 Files that establish the tax basis of one or more client assets;  

 
 Adoption files;  

 
 Support or custody files with continuing support obligations;  

 
 Files with renewable judgments; 

 
 Corporate books and records of active client entities; 

 
 Files of clients convicted of a capital crime; and 

 
 Files of certain “problem clients.” 

 
In a perfect world, and with the above exceptions in mind, every file should have 
been given a destruction date or a review for destruction date when the file was 
first closed. If that didn’t occur, keep these exceptions in mind as you now seek to 
determine which files can and which files can’t be destroyed.  
 
I would also recommend that as files are pulled for destruction, one final file review 
occur. This final file review process is intended to prevent a file from being 
prematurely destroyed and also assures that any remaining documents in these 
files that should not be destroyed are preserved. When any given file was first 
closed, you should have separated out all of the original documents that belonged 
to the client and returned them at that time. If that didn’t happen, make sure that it 
occurs during this final pre-destruction review. You are trying to identify and 
preserve the following: documents that clearly or probably belong to the client; all 
original documents; any other documents that the client may need or reasonably 
might expect his lawyer to preserve; and every file’s letter of closure. The letter of 
closure is an important document to retain because it can help clarify whether or 
not a conflict of interest is in play later on. If closure letters are destroyed, you take 
away your ability to provide documentation that an inactive client is actually a past 
client under Rule 1.9 of the Rules of Professional Conduct, also known as the 
“Former Client” Rule.  
 
To varying degrees in most jurisdictions, the file is viewed as client property. This 
means that client awareness of and permission to destroy their property is 
necessary. If your clients were not informed of your file retention and destruction 
policy at the time their file was closed, you should try to contact them now in order 
to see if they want their file. While some attorneys try sending letters to the last 
known addresses of these clients, on older files this approach often proves less than 
fruitful. In light of the problem of trying to locate clients on files closed years ago, 
many firms now place in their engagement and/or closure letters a short paragraph 
that discusses the firm’s file retention policy as a way to solve the problem at least 
on a going forward basis. If you wish to do something similar I can offer the 
following sample file retention language.   
 



 

I have enclosed your original documents as I no longer need to keep them 
and I thought you would want them for your records.  It is our firm’s practice 
to destroy files [number of] years after we close them.  If you would like us to 
return your file to you [number of] years from now instead of destroying it, 
please send me a note to that effect within the next thirty days so that we 
can segregate your file from all our other files and accommodate your 
request.  You will need to be responsible for keeping us informed as to how 
to reach you should your contact information ever change. 
 

If you find yourself needing to send past clients a letter years after closing their files, 
you might consider designing a letter based upon this sample language. 
 

Our policy is to destroy files [number of] years after they are closed. We have 
retained your file for that period of time and are now preparing to have it 
destroyed. If your desire is to have our firm continue to store it or see that it 
is returned to you, you must send me a letter telling us of your desire and this 
must be done no later than ten days after the date you receive this letter. 

 
Once you determine which files can be destroyed, please follow through and see 
that these files are properly destroyed. “Destruction” does not mean tossing all the 
old files in a dumpster out back and, yes, this does need to be said. Take the 
necessary steps to have old files incinerated or shredded. You cannot compromise 
your client’s confidences, even during the file destruction process.   
 
The final step in all this is to create and keep an inventory of the final disposition of 
all files. At a minimum you want to track the client name, file matter, method of 
disposition (destroyed, returned), and date of disposition.  
 
Now, one side note. I am finding that some firms have decided to more or less keep 
client files indefinitely because virtual storage is so cheap. They will scan, then 
destroy the hard copy and keep the digital copy. On the surface this may seem like 
an easy answer but remember that as computer hardware and related storage 
devices are replaced over the years, the digital data on these devices must still be 
reviewed in order to ensure that certain data isn’t prematurely lost. Once that’s 
been accomplished, make certain to follow through on properly destroying your 
digital files. You can’t just give this stuff away or recycle it without wiping the data 
off the drives. The bottom-line is that the issues remain the same regardless of 
whether your files are paper or virtual.  That’s how I see it anyway. 
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